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About us 

The Czech National Security Authority is an end-user and has overall competences in the 
area of the protection of classified information, develops and approves national cipher 
algorithms and security standards, issues personnel and facility security clearances. Since 
2011 it is the national authority for cyber security issues. 

We run the Czech National Cyber Security Centre that prepares cybersecurity standards, 
supports R&D and education in the field of cyber security and operates GovCERT.CZ, an 
accredited member of Terena-Trusted Introducer since 21st August 2014. We collect reports 
on cyber incidents, analyse them and provide help. We cooperate with CERTs / CSIRTs, the 
private sector and universities, we organize the national exercise CyberCzech and regurarly 
take part in NATO and EU cyber exercises with very good results. 

 
 
Our goals 

As an institutional end-user we are keen to explore the possibilities of a full membership in a 
Horizon 2020 consortium. Our interest lies in, but is not limited to, solutions in the area of 
cyber security processing and analytical tools, early warning systems, security of critical 
infrastructure and cryptography (DS-07-2017, CIP-01-2016-2017, DS-06-2017, DS-02-2016, 
DS-05-2016). 
 

 

Contact 

Please feel free to get in touch using the following contacts: 

 

web   govcert.cz/en/ 
e-mail   nckb@nbu.cz 
contact person Mr. Viktor Paggio 
phone   +420 725 009 732 
fax   +420 257 283 580 
address P.O.BOX 49 

150 06 – Praha 56 
Czech Republic
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